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Ethical problems resulting from brain research have induced the emergence of a new discipline
termed neuroethics.

similary for privacy ethics?

Another way in which we attempt to safeguard users is by respecting their right to privacy. Immediately
on registration, users are made aware of the fact that they are entering a research site. They are

processing personal data and #privacy ethics provided with a link to our privacy statement, in which we outline what type of data we collect, what we

do with it, and how it is not used. Users are never asked for their real name.

The ethical principle of justice in health research is interpreted as “fair, equitable and appropriate
treatment in light of what is due or owed to persons” (Frankel & Siang, 1999
-Ethical Dilemmas in Research on Internet Communities

Frankel, M., & Siang, S. (1999). Ethical and legal issues of human subjects research on the Internet—
Repor tofa workshop . Washington, DC: American Association for the Advancement of Science.
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The data sources for this study included Google Trends, Google Scholar and the Web of Science
citation indexes.

The paper opted for an informetrics approach, and more specifically content analysis, to investigate
the inter-relationships between computer ethics, internet ethics and cyberethics.

will proceed by way of an inquiry into its problems, in those directions that seem to me most
interesting




